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1 Purpose

The GETS Planning Guide provides information to assist an organization in planning for and implementing GETS, how GETS works, and the responsibilities of GETS user organizations, points-of-contact (POCs), and individual users.  A description of the support provided by the Department of Homeland Security (DHS), Office of the Manager, National Communications System (OMNCS) is also provided.  

Further GETS information is available from the OMNCS at http://gets.ncs.gov.  Questions concerning this or any other GETS document should be directed to GETS Operations at 866- NCS-CALL (627-2255) or in the Metro Washington, DC area at 703-676-2255, or via email at gets@dhs.gov.
2 What is GETS?

GETS provides National Security and Emergency Preparedness (NS/EP) users with a dependable and flexible switched voice and voice-band data communications service for use during periods of emergency or crisis.  GETS uses existing features and services of the public switched network (PSN) with selected NS/EP augmentations and enhancements.  The GETS architecture allows the service to evolve and capitalize on the changing and improving technological capabilities in the PSN, thus remaining responsive to NS/EP users.

GETS is an emergency telecommunications service to be used only when a user is unable to complete emergency calls through normal or alternative telecommunications means.  It is to be used on a call-by-call basis for voice calls and/or low rate data communications calls; it is not intended for extended use on a modem line or for high volume/high speed data communications calls.  GETS can not be used to dial a toll-free destination number, but each toll-free phone number translates to a regular 10-digit North American Numbering Plan (NANP) telephone number.  Emergency planners are encouraged to provide both the toll-free number and its translation number in all emergency planning documents.  
GETS is available nationwide and from overseas locations through the GETS universal access number, 1-710-NCS-GETS (627-4387).  The GETS long distance carriers, AT&T, MCI, and Sprint, provide this service using priority features and services of the PSN.  They provide personal identification number (PIN) access authorization for GETS access control, priority treatment and enhanced routing of calls, and other features within their networks in conjunction with any government-acquired enhancements to the PSN.  
GETS can be accessed from a telephone service connected directly to a local phone service provider end office, cellular service, personal communications service (PCS), or from telephones connected to the PSN through a private branch exchange (PBX) or central office exchange (Centrex).  In addition to these normal PSN access methods, Federal Telecommunications System  (FTS), Diplomatic Telecommunications Service (DTS), and Defense Information System Network (DISN) provide alternatives for access to GETS for government GETS users. 
3 How GETS Works

The tremendous growth in the telecommunications industry has enabled Government users to expand services at reduced costs, which, in turn, has increased our reliance on the telephone.  But this growth has been accompanied by an increased vulnerability to a variety of problems.  Economic viability and technical feasibility have combined to produce such advances as nationwide fiber optic networks, high-speed digital switching, and intelligent network features.  Although backup systems are in place, the loss of a single fiber optic cable or the failure of a computer program can disrupt thousands of telephone customers for hours or days.  GETS provides a cost-effective means to overcome network outages through the following key features.

3.1 Dialing Plan

The dialing plan is based on the 710 non-geographic area code that is reserved for NS/EP use.  This area code is valid in the long distance and local phone carriers, wireless carriers, and foreign carriers.  The normal access mode is through your preselected long-distance carrier by dialing the GETS universal access number.  If this is not successful, alternative long-distance carriers can be accessed by first dialing 1010288 for AT&T, 1010222 for MCI, or 1010333 for Sprint, followed by the universal access number.  Means of accessing GETS through the FTS, DISN, or DTS are also available.  

3.2 Access Control Through PINs

GETS has been designed to ensure that only authorized users access the service through the distribution, use, and control of PINs.  Each GETS user is provided a GETS card with a unique PIN that must be used to access the service.  After the universal access number has been dialed, the GETS user will be prompted to enter the PIN and a destination number.

If the PIN is valid, the call will be processed.  If the PIN is not valid (for example, it was entered incorrectly), the caller will be prompted to reenter the PIN.  If the PIN, after three attempts, is still determined to be invalid, the call will be discontinued.  Should the access control system fail, the call will be processed and allowed to complete.  PINs can be deactivated for fraud or abuse.

3.3 Enhanced Routing

Local phone service, wireless, and foreign carriers will route 710 calls to one of the three GETS long distance carriers, who have implemented enhanced routing services.  In the local phone carriers, access is being enhanced by Alternate Carrier Routing (ACR), which automatically tries the three GETS long distance carriers in successive attempts, as required.

3.4 Priority Treatment

GETS traffic receives priority treatment over normal traffic through:

· A high probability of completion (HPC) capability providing:

· NS/EP identification.

· Priority signaling.

· Trunk queuing, trunk subgrouping, or trunk reservation

· Exemption from restrictive network management controls.  This feature allows GETS calls to proceed while other calls are being blocked to reduce network congestion.

HPC is a method for identifying NS/EP calls.  The identifier is carried across the networks within the signaling system and is used to trigger priority features for each call.  These features increase the probability of call completion in congested networks.  GETS will not preempt public traffic, nor are there levels of precedence in GETS.

3.5 Signaling

The normal signaling provided by the local and long distance phone carriers, wireless carriers, and foreign carriers will be used for 710 traffic.  This includes in-band and common channel signaling.

3.6 International Calling

GETS can be used to place or receive international calls.  GETS routes the call to the appropriate international gateway switch for subsequent call completion to the destination country.  For GETS calls that are originated overseas and destined for the United States, the foreign carrier assigns the call to the appropriate long distance carrier in accordance with existing arrangements.  After the call has reached the gateway switch in the United States, it is routed to access control for PIN validation and then to the destination number.

3.7 Interoperability with Other Networks

GETS can be accessed through DISN, FTS, and DTS by first accessing these circuits (e.g., dialing “8”), then entering the universal access number.  The DISN, FTS, or DTS switch will automatically route the call to GETS.  This direct access around potential PSN problems using the facilities of the FTS, DISN, or DTS is an important method of avoiding congestion.

3.8 Access Through “Number Translation” Calls

GETS provides called telephone number translations, or masking, for users who require this type of service.

4 GETS Eligibility


The 23 NCS member organizations serve as the focal point for the NS/EP user community.  GETS users consist of federal government officials and other designated individuals who have NS/EP missions and responsibilities.  These organizations and the OMNCS may sponsor other organizations to use GETS, including state and local government, critical infrastructure industry, and other authorized organizations who have critical responsibilities in support of NS/EP functions.  

NCS Member Organizations

4.1 Eligibility Criteria

GETS user organizations must qualify their individual GETS users according to the following five categories of NS/EP criteria requirements (See Appendix "A" for detailed descriptions):


(A)
National Security Leadership – This user performs NS/EP functions essential to national survival when nuclear attack threatens or occurs.  In addition, this user provides support to critical orderwire and services necessary to ensure the rapid and efficient provisioning or restoration of other NS/EP services

(B)
National Security Posture and US Population Attack Warning – This user type performs additional NS/EP functions essential to maintaining an optimum defense, diplomatic, or continuity of government posture before, during, and after crisis situations.  Such situations are those ranging from national emergencies to international crises, including nuclear attack.  


(C)
Public Health, Safety, and Maintenance of Law and Order – This user type performs NS/EP functions necessary for giving civil alert to the US population by maintaining law and order and the health and safety of the US population in times of national, regional, or serious local emergency

(D)
Public Welfare and Maintenance of National Economic Posture – This user type performs NS/EP functions necessary for maintaining the public welfare and national economic posture during any national or regional emergency.  
(E)
Disaster Recovery – This user type performs NS/EP functions of managing a variety of recovery operations after the initial response has been accomplished 

5 Responsibilities

5.1 OMNCS Responsibilities


The OMNCS management for GETS consists of a Program Management Office (PMO), which includes the GETS Chief of Operations, a service acquisition and contract management entity, and systems engineering support.  The PMO is responsible for the overall management of GETS and has final decision authority on eligibility for GETS.


The GETS PMO provides the specific policy, in accordance with White House direction, for planning, implementing, and operating GETS.  The PMO has been responsible for programming GETS funding, working with the user organizations in the development of procedures for using GETS, establishing GETS POCs from the user organizations, and planning for future enhancements in the networks of the long distance, local, and wireless telephone service carriers.  The GETS Chief of Operations is responsible for processing GETS POC and user requests, and for overseeing all aspects of the GETS PIN management process.  The OMNCS performs all acquisition planning and contract management support for the PMO in obtaining services from the long distance and local carriers.

5.2 POC and User Organization Responsibilities


Responsibility for GETS administration resides with personnel within the organization who make NS/EP policy decisions, as well as the GETS POCs, who are responsible for administering GETS procedures.  These policies and procedures are generally incorporated into the operational or contingency telecommunications plans of the user organization.  Each user organization is responsible for designating a POC and alternate.  A POC’s responsibilities include identifying GETS users, requesting GETS cards for each user, reviewing GETS Usage Reports  (Call Detail Records), and identifying future GETS requirements.  Additionally, the POCs are required to validate the accuracy of their GETS card holdings on an annual basis and provide updated information on a regular basis.

Access to the PSN and to the local telephone company end office is the responsibility of the GETS user organization and must be addressed for each location where GETS users are expected to perform NS/EP functions.  Where applicable, it may be necessary to modify PBX and Centrex service to recognize the GETS NANP Code (710) and the long distance providers’ carrier access codes (CAC).

The policies and procedures developed by the user organizations should cover all aspects of using GETS, including:

· GETS card management/administration

· Training/Exercises

· Usage reports and billing

· Fraud and abuse


Each of these is addressed below.  This information is intended to guide user organizations in preparing for GETS implementation within their organizations.  Development of GETS operational policies and procedures specific to any user organization is the responsibility of the user organization.  

5.2.1 GETS Card Management/Administration


Each user organization is responsible for determining the number of GETS cards required for individual users, contingencies, and future growth.  There are no specific limits on the number of GETS cards an organization can or should request.  However, each GETS user must have a bona fide NS/EP mission as described above.  In determining the requirements, identify those individuals who must be able to maintain communications in order to implement emergency contingency plans and disseminate critical information.  

GETS cards must be protected to prevent unauthorized access to GETS and fraudulent use of the service.  Each organization should develop policies and implement procedures to ensure GETS cards are provided adequate protection.  
The GETS POC is responsible for submitting a completed GETS/WPS (Wireless Priority Service) Request Form for each user to the OMNCS (See "Requesting GETS" below).   In addition, user organizations may request active GETS cards to be retained as "stockpile."  Stockpiling ensures the user organization has an active GETS card supply available for emergency use, but requires careful control and handling.  Each user organization may request no more than 10% of their total GETS cards as stockpile.  In an emergency, the cards may be distributed by express mail, telephone, e-mail, or fax.  When issuing a stockpile card to an individual, it is necessary to inform the OMNCS, preferably by submitting an on-line GETS/WPS User Request, including only the first eight digits of the stockpile PIN used as indicated on the GETS card.  In the case of a short-term GETS card assignment, it is necessary to cancel the card after the need has passed.  If necessary, it is possible to request replacement stockpile cards.

The OMNCS will not accept classified personnel information for its user files and databases. However, POCs may provide limited or coded unclassified information when requesting PINs for personnel whose identification or location information is considered sensitive.

In exceptional cases, user organizations may allow a GETS user to share a card and the GETS access procedure with someone else within the NS/EP community.  This individual is considered a temporary GETS user.  GETS User Assistance, 1-800-818-GETS (4387), and the sponsoring organization's GETS POC should be notified as soon as possible that a GETS card is being shared.  This will prevent the possible termination of the card due to activity that may be construed as fraud by GETS monitoring systems.  Following the emergency, GETS User Assistance will cancel the shared card upon notification by the user organization’s POC.  The POC may issue a stockpiled card or make arrangements for a new card to be issued to the original user if there is a continuing requirement.

5.2.2 Training and Exercises


The OMNCS distributes GETS instructional materials with the GETS cards that should be sufficient for training individual GETS users.  An information CD has been developed including a GETS Video, Training Tool, and various other GETS information/documents.  A PowerPoint presentation with similar information is available to established POCs online, and a GETS training video may also be requested from the GETS PMO.  Each organization is encouraged to review these training materials to determine whether it is necessary to augment the instructions or modify their internal policies and procedures for handling NS/EP telecommunications.  Organizations may also need to compare the materials against site-specific calling instructions or policies.

User training may be enhanced by participation in organizational exercises.  As each organization develops exercises for its NS/EP functions, GETS should be used to support the telecommunications needs.  Such participation allows organizations to evaluate user proficiency with GETS and verify organizational GETS procedures for the use in an operational environment.  Exercises using GETS should be coordinated with the OMNCS to ensure that GETS calls are not construed as fraud or abuse because of the increased volume of calls.  Upon completion of an exercise, problems should be identified, reported to GETS User Assistance, and resolved as appropriate.  This will aid in ensuring GETS performance in future exercises or actual NS/EP operations. 

5.2.3 Usage Reports (Call Detail Records) and Billing


AT&T, MCI, and Sprint submit GETS monthly reports with call detail by GETS PIN that include the destination number, origination number, time and day of call, call duration, and cost of call.  The OMNCS consolidates these reports and forwards copies to the GETS user organizations for their assigned GETS cards.  These reports permit each organization to identify GETS usage and costs.  In addition, a form is provided for each federal or federally sponsored POC to certify the service was received.


Funding for GETS calls is provided by the OMNCS for federal users up to a pre-assigned annual threshold.  Once the pre-assigned threshold has been exceeded, NCS member and sponsored federal organizations are financially responsible for the cost of GETS calls made by their NS/EP users in accordance with a Memorandum of Agreement (MOA) signed by each federal organization.  State and local government, critical infrastructure industry, and other NS/EP approved users will be billed for all GETS calls. The cost of GETS calls is consistent with normal PSN long distance charges.

5.2.4 Fraud and Abuse

Fraud is the use of GETS either by persons who are not authorized to use the service but who have obtained access to a GETS Card, or by hackers who may be able to circumvent the PIN access control function.  Abuse is the misuse of a GETS card by a GETS user for personal or non-official business calls.  Fraud detection provides for the monitoring of GETS usage by the long distance carriers to identify suspected inappropriate use of GETS.  Carriers providing access control have the capability to monitor and report unusual GETS usage to the GETS Integration Contractor (IC), who reports suspected cases of fraud to the government (POC and/or OMNCS GETS Program Office) for evaluation and initiation of appropriate action.  GETS Usage Reports are provided monthly to each POC to permit examination of usage.  Each user organization should use internal measures and the GETS Usage Reports (Call Detail Records) to determine if the number of GETS calls is reasonable, to consider operational requirements, and to identify users who may be misusing or abusing the service.  

5.3 GETS User Responsibilities

The GETS user is required to become familiar with the GETS operation and to safeguard the issued GETS card, the associated PIN, and the password.  A GETS card will be provided to the authorized user by the POC, along with a GETS User Guide.  The back of the GETS card contains the basic GETS calling procedures.

A new GETS user may be established at any time.  The user organization POC may request GETS cards following normal procedures or, under urgent conditions, may assign a card (and a pre-arranged password) from stockpile.  This may be done via telephone with a later delivery of the GETS card.  In an emergency, if a GETS user determines that the National Security and Emergency Preparedness (NS/EP) situation requires a card to be shared with someone within the NS/EP community, the PIN and password may be shared.  User Assistance and the User's POC should be notified as soon as possible. 

Because of the potential for fraud, a user must immediately report a lost or compromised GETS card or PIN directly to the User Assistance number and follow up with a report to the user's POC.  If it becomes necessary to refer to the GETS card, use only the first eight digits of the PIN.

6 Requesting GETS

Requests for GETS cards must be made via the GETS website (gets.ncs.gov).  All required forms appear at this website under the link “First Time GETS Requestor.”  Only in an emergency situation, may you download the GETS/WPS Request Form at the website and submit it as an e-mail attachment to gets@dhs.gov or by fax to 888-862-4222 (in the Metro Washington, DC area, 703-848-0299).  You should download the Request Form in advance for use in case of such emergencies.  Prior to logging on to submit your data, we recommend you collect the user profile data using the GETS/WPS Request Form.   Please refer to the above website for the most current information on applying for GETS.  For specific instructions for your type of organization, please refer to Appendix “B “ or visit the GETS website.

7 GETS User Assistance

The GETS Program has established a GETS User Assistance number, 1+800-818-GETS (4387) or 1+703-818-GETS (4387), to provide support for the GETS user, from dialing instructions to trouble reporting.  User Assistance can also be accessed using GETS by entering 1+710-818-GETS (4387) when prompted for your destination number.  The GETS user should report any GETS-related troubles or call completion problems to User Assistance.  The user should provide complete details, including the dialed digits, announcements received, and specific difficulties encountered.  This information will permit User Assistance to determine where the call failed so that the trouble may be referred to the appropriate source for correction and to provide additional guidance to the user for call completion.  When appropriate, User Assistance will report trouble clearance back to the reporting GETS user.  In addition to the PIN, a password will be required for certain interactions with User Assistance.  This password provides the capability to verify the identity of the caller.

In addition, the NS/EP Telecommunications Programs One-Stop Shop Service Virtual Call Center can be reached by calling 1-866-NCS-CALL (627-2255).  Information on the DHS/NCS sponsored NS/EP priority telecommunications programs can be obtained by making the appropriate menu selection for GETS (1), WPS (2), Telecommunications Priority Service (TSP) (3), SHARES(4), Emergency Notification Service (ENS), (5), and the National Coordinating Center Watch (6) office.  There is also a menu selection (0) for other information where you can obtain assistance in identifying the programs that may be appropriate for your organization. 

Appendix A – GETS NS/EP Eligibility Criteria
A.  National Security Leadership

This user performs NS/EP functions essential to national survival when nuclear attack threatens or occurs.  In addition, this user provides support to critical orderwire and services necessary to ensure the rapid and efficient provisioning or restoration of other NS/EP services.  These user functions may include the following:

1. Critical orderwire or control service supporting other NS/EP functions

2. Presidential support critical to continuity of Government and national security leadership

3. National Command Authority support for military command and control critical to national survival

4. Intelligence critical to warning of potentially catastrophic attack

5. Support for the conduct of diplomatic negotiations critical to arresting or limiting hostilities

B.    National Security Posture and US Population Attack Warning

This user type performs additional NS/EP functions essential to maintaining an optimum defense, diplomatic, or continuity of government posture before, during, and after crisis situations.  Such situations are those ranging from national emergencies to international crises, including nuclear attack.  These user functions may include the following:
1. Threat assessment and attack warning

2. Conduct of diplomacy

3. Collection, processing, and dissemination of intelligence

4. Command and control of military forces

5. Military mobilization

6. Continuity of Federal Government before, during, and after crisis situations

7. Continuity of state and local government functions supporting the Federal Government during and after national emergencies

8. Recovery of critical national functions after crisis situations

9. National space operations

C.
Public Health, Safety, and Maintenance of Law and Order

 This user type performs NS/EP functions necessary for giving civil alert to the US population by maintaining law and order and the health and safety of the US population in times of national, regional, or serious local emergency.  These user functions may include the following:

1. Population warning (other than attack warning)

2. Law Enforcement

3. Continuity of critical state and local government functions (other than support of the Federal Government during and after national emergencies)

4. Hospitals and distribution of medical supplies

5. Critical logistic functions and public utility services

6. Civil air traffic control

7. Military assistance to civil authorities

8. Defense and protection of critical industrial facilities

9. Critical Weather Services

10. Transportation to accomplish foregoing NS/EP functions

D.   Public Welfare and Maintenance of National Economic Posture

This user type performs NS/EP functions necessary for maintaining the public welfare and national economic posture during any national or regional emergency.  These user functions may include the following:

1. Distribution of food and other essential supplies

2. Maintenance of national monetary, credit, and financial systems

3. Maintenance of price, wage, rent, and salary stabilization, and consumer rationing programs

4. Control of production and distribution of strategic materials and energy supplies

5. Prevention and control of environmental hazards or damage

6. Transportation to accomplish the foregoing NS/EP functions

E.   Disaster Recovery

This user type performs NS/EP functions of managing a variety of recovery operations after the initial response has been accomplished.  These user functions may include the following:

1. Managing medical resources such as supplies, personnel, or patients in medical facilities

2. Other activities such as coordination to establish and stock shelters, to obtain detailed damage assessments, or to support key disaster field office personnel may be included.  Examples of those eligible include:

a.  Medical recovery operations leadership

b.  Detailed damage assessment leadership

c.  Disaster shelter coordination and management

d.  Critical Disaster Field Office support personnel

Appendix B - Applying for GETS

If your organization already participates in GETS, contact your GETS POC.  If you need assistance in identifying your POC, contact us at by e-mail at gets@ncs.gov
, or by phone at 1-866-NCS-CALL (in the metro DC area, call 703-676-2255). GETS cards must be requested on-line via the GETS website (http://gets.ncs.gov).  All required forms appear at this website under the link “First Time GETS Requestor.”  In emergency cases only, when the web site may not be available, the GETS/WPS Request Form may be submitted as an e-mail attachment to gets@dhs.gov or faxed to 888-864-4222 (in the Metro Washington, DC area, 703-848-0299).  You should download this form in advance and save it for use during emergency situations.  Prior to logging on to submit your data, it is recommended you collect the user profile data using the GETS/WPS Request Form.   Please refer to the above website for the most current information on applying for GETS.


Please select the type of your organization from the list below for detailed instructions on applying for GETS.

· NCS Member Organization
· Federal, Non-NCS Member Organization
· State and Local Government
· Industry Organization
· Non-Profit Organization

NCS Member Organizations
 may subscribe to GETS by: 

· Agreeing to be financially responsible for GETS calls placed by members of your organization should the annual GETS funding threshold be exceeded.  All federal organizations using GETS must sign a Memorandum of Agreement (MOA) which establishes the terms and conditions for any necessary billing for GETS usage.  GETS calls are billed at a rate of $0.15 per minute for calls within the North American Numbering Plan (NANP), which includes the United States and its territories, Canada, and most of the Caribbean.  International calls are billed at commercial rates.

· Completing the following steps: 

1. Determine whether your organization is an NCS member  (see list below) and , if so, contact your POC to determine what internal guidelines exist for requesting GETS. 
  
2. Download the GETS Planning Guide. 
  

3. Appoint a GETS Point of Contact (POC) and alternate. 
  

4. Complete online GETS/WPS Request Form for the POC and alternate.  After completing the request, you will have the option to submit additional requests for each individual GETS user.  The POC/alternate can also request stockpile cards at this time.  These active cards are issued to the POC, with no name on them, for emergency issuance.  Leave the section for Wireless Priority Service (WPS) blank unless you are also requesting that service. 

When the OMNCS has received and processed the request, it will forward the GETS cards to the POC for further distribution to his/her users.

 Top
NCS Member Organizations


Federal Government, Non-NCS Member Organizations may subscribe to GETS by:

· Having an organizational mission which supports National Security/Emergency Preparedness 

· Agreeing to be financially responsible for GETS calls placed by members of your organization should the annual GETS funding threshold be exceeded.  All federal organizations using GETS must sign a Memorandum of Agreement (MOA) which establishes the terms and conditions for any necessary billing for GETS usage.   GETS calls are billed at a rate of $0.15 per minute for calls within the North American Numbering Plan (NANP), which includes the United States and its territories, Canada, and most of the Caribbean.  International calls are billed at commercial rates.

· Completing the following steps: 

1. Download the GETS Planning Guide.

2. Request Sponsorship from the OMNCS.  Complete the Request for GETS Sponsorship Form and send it to the OMNCS by fax or mail. Upon approval, the OMNCS will provide a letter validating the organization as a qualified GETS user. 

3. Appoint a GETS Point-of-Contact (POC) and alternate

4. Complete online GETS/WPS Request Form for the POC and alternate.  After completion of the request, you will have the option to submit additional requests for each individual GETS user.  The POC/alternate can also request stockpile cards at this time.  These active cards are issued to the POC, with no name on them, for emergency issuance.  When using this form, leave the section for Wireless Priority Service (WPS) blank unless you are also requesting that service.

When the OMNCS has received and processed the requests, it will forward the GETS cards to the POC for further distribution to his/her users.

Top
State and Local Government Organizations may subscribe to GETS by:

· Having an organizational mission which supports National Security/Emergency Preparedness 

· Agreeing to pay for all GETS calls placed by members of your organization by downloading and completing the Program Designator Code (PDC) Request, and forwarding it to the OMNCS.  GETS calls are billed at a rate of $0.15 per minute for calls within the North American Numbering Plan (NANP), which includes the United States and its territories, Canada, and most of the Caribbean.  International calls are billed at commercial rates.

· Completing the following steps: 

1. Download the GETS Planning Guide. 

2. Request sponsorship by downloading and completing the Request for GETS Sponsorship Form and forwarding it to the OMNCS.  Upon approval, the OMNCS will provide a letter validating your organization as a qualified GETS user.

3. Appoint a GETS Point of Contact (POC) and alternate

4. Complete online GETS/WPS Request Form for the POC and alternate.  After completion of the request, you will have the option to submit additional requests for each individual GETS user.  The POC/alternate can also request stockpile cards at this time.  These active cards are issued to the POC, with no name on them, for emergency issuance.  When using this form, leave the section for Wireless Priority Service (WPS) blank unless you are also requesting that service.

When the OMNCS has received and processed the requests, it will forward the GETS cards to the POC for further distribution to his/her users.

Top
Industry Organizations may subscribe to GETS by:
· Having an organizational mission which supports National Security/Emergency Preparedness 

· Agreeing to pay for all GETS calls placed by members of your organization by Downloading and completing the Program Designator Code (PDC) Request and forwarding it to the OMNCS.  GETS calls are billed at a rate of $0.15 per minute for calls within the North American Numbering Plan (NANP), which includes the United States and its territories, Canada, and most of the Caribbean.  International calls are billed at commercial rates.

· Completing the following steps: 

Note: Special procedures apply for financial services organizations. Financial services organizations should review the Financial and Banking Information Infrastructure Committee's policy on GETS sponsorship.  The FBIIC website also provides links to regulator-specific guidance. 

1.
Download the GETS Planning Guide. 

2.
Request sponsorship by downloading and completing the Request for GETS Sponsorship Form and forwarding it to the OMNCS.  Upon approval, the OMNCS will provide a letter validating your organization as a qualified GETS user.

3.
Appoint a GETS Point of Contact (POC) and alternate

4.
Complete online GETS/WPS Request Form for the POC and alternate.  After completion of the request, you will have the option to submit additional requests for each individual GETS user.  The POC/alternate can also request stockpile cards at this time.  These active cards are issued to the POC, with no name on them, for emergency issuance.  When using this form, leave the section for Wireless Priority Service (WPS) blank unless you are also requesting that service.

When the OMNCS has received and processed the requests, it will forward the GETS cards to the POC for further distribution to his/her users.

Top
Non-Profit Organizations may subscribe to GETS by:
· Having an organizational mission which supports National Security/Emergency Preparedness 

· Agreeing to pay for all GETS calls placed by members of your organization by Downloading and completing the Program Designator Code (PDC) Request and forwarding it to the OMNCS.  GETS calls are billed at a rate of $0.15 per minute for calls within the North American Numbering Plan (NANP), which includes the United States and its territories, Canada, and most of the Caribbean.  International calls are billed at commercial rates.

· Completing the following steps: 

1.
Download the GETS Planning Guide. 

2.
Request sponsorship by downloading and completing the Request for GETS Sponsorship Form and forwarding it to the OMNCS.  Upon approval, the OMNCS will provide a letter validating your organization as a qualified GETS user.

3.
Appoint a GETS Point of Contact (POC) and alternate

4.
Complete online GETS/WPS Request Form for the POC and alternate.  After completion of the request, you will have the option to submit additional requests for each individual GETS user.  The POC/alternate can also request stockpile cards at this time.  These active cards are issued to the POC, with no name on them, for emergency issuance.  When using this form, leave the section for Wireless Priority Service (WPS) blank unless you are also requesting that service.

When the OMNCS has received and processed the requests, it will forward the GETS cards to the POC for further distribution to his/her users.
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